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EDUCATION COURSE DESCRIPTION

This Course Will Show You How To:

• Describe the Security Insights use case

• List the use case prerequisites

• Create and analyze the use case report

• Describe report messages

Course Overview

CA Mainframe Security Insights Platform (Security Insights) aggregates data 

from your mainframe environment and its security products into reports that offer 

insights into your mainframe security posture. These reports help you identify and 

reduce risk to your mainframe.

Sensitive or regulated data that is not encrypted poses a risk to your 

organization. Knowing the classification of a resource helps determine how 

secure that resource must be. Knowing whether those resources that include 

sensitive or regulated data are pervasively encrypted offers additional insight 

about the risk level. This information helps you identify high-risk resources that 

might require more security measures.

This course will teach you how to use the Security Insights use case: "Examine 

Classification and Pervasive Encryption by Resource" to create a report and view 

the results.
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